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Apple’s AppTrackingTransparency, Google’s cookie deprecation, and the impending threat of
regulation are challenging data collection. Trust in social platforms is declining. As consumers
shy from sharing information, marketers need to meet customers where they’re comfortable.
That means finding creative solutions and investing in trusted platforms.
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1. People are more likely to click ads on platforms they trust

What Most Affects US Social Media Users'
Decision to Engage* With Ads/Sponsored Content
on Social Media Platforms?

% of respondents, June 2022

The platform protects my privacy and data

14% 6% &%

The platform shows me deceptive content (e.g., disinformation, fake news,
scams, or clickbait)

7% 8% 13%

The platform offers me a safe environment to participate and post (e.g., to
read, write, watch, comment on, or like posts)

The platform shows me annoying ads
16%

The platform shows me relevant ads

B Extremely impactful M Moderately impactful [ Not at all impactful
W Very impactful M Slightly impactful

Note: n=2,225 ages 18-76; numbers may not add up to 100% due to rounding; *view, watch,
click, share, comment
Source: Insider Intelllgence, "US Digital Trust Benchmark 2022," Sep 2022
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More than half of US social media users consider privacy protection extremely impactful, and
38% emphasize the importance of seeing quality content on these platforms, rather than
clickbait.

That’s good news for Pinterest and LinkedIn, the platforms most trusted by users according
to our “Digital Trust Benchmark” report, and bad news for Facebook, which just 18% of users

think protects their privacy.

2. Digital trust is necessary but elusive
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US Social Media Users Who Agree That Social Platforms Protect Their
Privacy and Data, 2020-2022
% of respondents
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Note: ages 18-76; among respondents who used each platform in the past 12 months and agree/strongly agree, based on a 7-level
agreement, with the statement, “l am confident that this social platform protects my privacy and data.”
Source: Insider Intelligence, “US Digital Trust Benchmark 2022," Sep 2022
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Our survey found trust in social media at its lowest point in three years for all major platforms.
Facebook will lose monthly US users for the first time this year, according to our projections.

Since trust has a direct result on ad performance, marketers should look to platforms actively
aiming to improve digital trust.

3. Consumers are willing to share data

Personal Information US Consumers Would Be
Willing to Provide for a $20 Coupon or Discount
Code, Feb 2022

% of respondents

Email address

s
_ 16% Home address

Note: ages 18+ who went online at least daily

Source: Tinuiti, "A Marketer's Guide to Consumer Sentiment Towards Online Privacy in
2022" conducted by Pure Spectrum, March 23, 2022
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Nearly two-thirds (64%) of US consumers say they’d provide their email address for a $20
coupon or discount, and 31% would share their full name.

Gen Z is more likely to share their email addresses than other consumers. So even as people
have concerns about privacy as it relates to data leaks, they’re not opposed to sharing
information, so long as it stays secure. Promotions, like offering consumers a coupon in return
for their email address, can be a simple but effective way to acquire first-party data.
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4. What are the best sources for first-party data?

Which First-Party Data Sources Will Be Most
Valuable to Marketing Professionals Worldwide in
2022 to Address the Loss of Third-Party Cookies?
% of respondents

Customer purchase history

Social media profiles
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Website registrations
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Source: Ascend? and Oracle, "Marketing Trends 2022: Marketers Tell All About Successes,
Struggles, and Solutions,” March 29, 2022
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As of October 2021, 86% of US marketing decision-makers relied on third-party cookies, per
Sapio Research. But with the expansive runway Google has offered for deprecating cookies,
marketers have had ample time to refocus.

Data sources like customer purchase history, social media profiles, and website registrations
are increasingly important for targeting ads. That said, marketers and publishers don't all have
the resources for collecting first-party data, so sharing consumer data detached from
identified information is a key strategy moving forward.

5. Why isnt everyone using data clean rooms?
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Reasons Marketers vs. Publishers Worldwide Do
Not Use Data Clean Rooms, Sep 2022
% of respondents

Budget

35%
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Unproven technology

Staleness of emails

8%
%

Lack of partner overlap
5%
8%

Scale of authenticated/declared IDs
5%
%

Other
T%
14%

M Marketers M Publishers

Source: Lotame, "Beyond the Cookie: Next-Generation Customer Acquisition & Retention for
Marketers and Publishers" conducted by PureSpectrum, Nov 3, 2022
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Data clean rooms strip identifiers from first-party data to allow secure sharing. But the actual
anonymity of that data is up for debate. Consumers on the whole aren't yet suspicious of data
clean rooms, but some publishers are—29% have privacy concerns about data clean rooms
and 21% don'’t trust the tech.

For 58% of marketers and 35% of publishers, data clean rooms simply aren't in their budgets.

The bottom line: Consumers have woken up to data privacy concerns in the past few years,
but they’'re still willing to share information. Motivators for data sharing include trust in
platforms or receiving something like a discount in return. And publishers have to use the data
effectively by improving targeting so consumers feel rewarded.

This was originally featured in the eMarketer Daily newsletter. For more marketing insights,
statistics, and trends, subscribe here.
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